
Tasking Memorandum No. 00-132 
Memorandum For Commanders, Defense Contract Management Districts
Subject: Issuing Individual Identity Public Key Infrastructure (PKI)
Certificates (RESCINDED--99-316)
Date: February 3, 2000
Suspense Date:
Target Audience: Districts, CA0 Commanders, Registration Authorities (RA),
and Local Registration Authorities (LRAs)

On November 10, 1999, the Deputy Secretary of Defense issued a memorandum which directs
the implementation of “Smart Card” based IT systems access control throughout the
Department. The Department of Defense Chief Information Officer (DOD CIO) has been
directed to develop the resulting “common access card (CAC)” execution plan within 120 days
from the date of the aforementioned memorandum. DCMC will adhere to this execution plan
when made available. Therefore, this tasking memorandum has been rescinded.

Notwithstanding, DCMC will continue to issue software-based PKI certificates as necessary to
support Defense Travel System (DTS) and Wide Area Work Flow (WAWF) applications.

Requirement(s):

None - tasking rescinded.

Point of Contact for Further Information:
Sabrina Buffin, sabrina buffin@hq.dla.mil/, DCMC-AB (Command Information Office)
767-6354.

DCMC Information Officer


